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**** Start of Change ****
5.Z	Direct Detect and Avoid
5.Z.1	General
Direct Detect and Avoid  traffic is sent using either A2X unicast mode or A2X broadcast mode (see TS 23.256 [3]). 
5.Z.2	Unicast mode
The requirements, security procedure and privacy procedures for DAA unicast mode follow the general A2X requirements, security procedures and privacy procedures as given in clauses 5.X.2 of the present document with the following exception:
-	The A2X Policy Provisioning is done based on TS 23.256 [3] Clause 4.2.1.2.2 and the A2X Policy includes A2X security policy for each A2X services (e.g., C2 and DAA services). The DAA service specific security policy available as part of A2X security policy is used for the security establishment.
The security procedure for unicast mode V2X communication described in TS 33.536 Clause 5.3.3.1.4.3 is reused along with the DAA specific adaptaion described in TS 23.256 Clause 5.6 and with the following adaption for DAA communication.
· In step 1: The direct communication request includes UAV’s application layer ID (e.g., CAA-Level UAV ID), A2X service type indication specific to DAA (i.e., which may be preconfigured in the UAV as described in TS 23.256 clause 5.4.4) and A2X security policy specific to DAA.
· In step 3a: The Direct security mode command includes A2X security policy received in step 1 (e.g., to provide protection against bidding down attacks as described in TS 33.536).
· Throughout the procedure, V2X is replaced by A2X, e.g., V2X layer to A2X layer, V2X application layer to A2X application layer, etc.

5.Z.3	Broadcast mode
The requirement and security procedures for DAA broadcast mode follow the general A2X requirements and security procedure as given in clauses 5.X.3 of the present document.

**** End of Change ****
